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[bookmark: _heading=h.gcazjlh48y1x]Appendix A2 -  Learner Acceptable Use Agreement Template – for KS2 

This template has been significantly updated in January 2025 to take account of changes in digital technologies and behaviour and to simplify the agreement. Schools already using this template are recommended to adopt this new version as there are too many changes to make a “tracked changes” version relevant. 
Sections that include advice or guidance are written in BLUE. It is anticipated that schools will remove these sections from their final acceptable use document. Schools should review and amend the contents of this agreement to ensure that it is consistent with their school policies. Schools will need to decide on the suitability of the statements/language used and may wish to amend these in light of the age/abilities of the learners. 
This acceptable use agreement is intended:
· to ensure that learners will have good access to devices and online content, be responsible users and stay safe while using digital technologies for educational, personal and recreational use
· to help learners understand good online behaviours that they can use in school, but also outside school 
· to protect school devices and networks from accidental or deliberate misuse that could put the security of the systems and users at risk.
Acceptable Use Agreement 

I agree to use the school’s digital systems safely and responsibly to protect me, other learners and the school. 

Keeping Safe Online
· The school will check how I use devices and the internet to keep everyone safe.
· I will keep my usernames and passwords private and tell a trusted adult if someone else knows them.
· I will be careful when talking to people online and will only talk to people I know and trust.
· I will not share personal information like my name, address, or photos without asking a trusted adult.
· I will only take or share images of myself, or others, when fully dressed. 
· If I see or hear something online that worries or upsets me, I will tell a trusted adult straight away.
· I will only meet people I have spoken to online if a trusted adult is with me.
Using Computers and the Internet Sensibly
· I will only use devices, apps and sites that I am allowed to, and will check if I am unsure. 
· I will always ask permission and check with a trusted adult before using someone else’s work or pictures.
· I will make sure the information I find online is true by checking carefully.
· I will only use apps or tools, like AI, that my teacher has said are OK, and I will ask for help if I’m unsure.
· I will not copy or use music, videos, or games unless I have permission.
· I will tell a trusted adult about any damage to devices or if anything else goes wrong.
· I will check with trusted adults before clicking on any unexpected messages or links (even if these look as though they are from people that I already know).
Being Respectful and Responsible
· I will treat others kindly online, just as I do in real life.
· I will make good choices about what I share online to protect myself and others.
· I will spend a healthy amount of time using devices and make time for other activities too.
· I will always think about how my behaviour online could affect me, my friends, and my school.
What Happens If I Break These Rules
· If I don’t follow these rules, my teacher may stop me from using computers or devices, speak to my parents, or take other actions to help me make better choices in the future.
By following these rules, I can enjoy using technology safely and responsibly.
I have read and understand the above and agree to follow these guidelines when:
· I use the school systems and devices (both in and out of school) 
· I use my own devices in the school (when allowed) e.g. mobile phones, gaming devices USB devices, cameras etc.
· I am out of school and involved in any online behaviour that might affect the school or other members of the school. 

Name of Learner:						Group/Class:					
Signed:								Date:						
Schools will need to decide if they require learners to sign, or whether they wish to simply make them aware through education programmes/awareness raising.
Parent/Carer Countersignature (optional)

It is for schools to decide whether or not they require parents/carers to sign the parent/carer acceptable use agreement (see template later in this document in the Parent/Carer AUA). This includes a number of other permission forms (including digital and video images/biometric permission/cloud computing permission). 
Some schools may, instead, wish to add a countersignature box for parents/carers to this learner acceptable use agreement. 
Copyright of these policy templates is held by SWGfL. Schools/colleges and other educational institutions are permitted free use of the policy templates for the purposes of policy review and development. Any person or organisation wishing to use the document for other purposes should seek consent from SWGfL (onlinesafety@swgfl.org.uk) and acknowledge its use. 
Every effort has been made to ensure that the information included in this document is accurate, as at the date of publication in January  2025.  However, SWGfL cannot guarantee its accuracy, nor can it accept liability in respect of the use of the material.
© SWGfL 2025
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